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Federal Acquisition Regulation 39.001

Subpart 38.1—Federal Supply
Schedule Program

38.101 General.
(a) The Federal Supply Schedule pro-

gram provides Federal agencies with a
simplified process of acquiring com-
monly used supplies and services in
varying quantities at lower prices
while obtaining discounts associated
with volume buying. Indefinite deliv-
ery contracts (including requirements
contracts) are awarded, using competi-
tive procedures, to commercial firms
to provide supplies and services at stat-
ed prices for given periods of time, for
delivery within the 48 continguous
states, Washington, DC, and possibly
Alaska, Hawaii, and overseas deliv-
eries. The schedule contracting office
issues publications, titled Federal Sup-
ply Schedules, containing the informa-
tion needed for placing delivery orders
with the contractors.

(b) Each schedule identifies specific
agencies in designated geographic
areas that are required to use the con-
tracts as primary sources of supply.

(c) Federal agencies not identified in
the schedules as mandatory users (see
8.404–2) may issue orders under the
schedules, and the contractors are en-
couraged to accept the orders.

(d) Although GSA awards most Fed-
eral Supply Schedule contracts, it may
authorize other agencies to award
schedule contracts and publish sched-
ules; e.g., the Department of Veterans
Affairs awards schedule contracts for
certain medical and nonperishable sub-
sistence items.

[48 FR 42368, Sept. 19, 1983, as amended at 50
FR 1745, Jan. 11, 1985; 50 FR 52429, Dec. 23,
1985; 54 FR 29282, July 11, 1989; 59 FR 53717,
Oct. 25, 1994; 62 FR 40237, July 25, 1997]

Subpart 38.2—Establishing and
Administering Federal Supply
Schedules

38.201 Coordination requirements.
(a) Subject to interagency agree-

ments, contracting officers having re-
sponsibility for awarding Federal Sup-
ply Schedule contracts shall coordi-
nate and obtain approval of the Gen-
eral Services Administration’s Federal
Supply Service (FSS) before—

(1) Establishing new schedules;
(2) Discontinuing existing schedules;
(3) Changing the scope of agency or

geographical coverage of existing
schedules; or

(4) Adding or deleting special item
numbers, national stock numbers, or
revising their description.

(b) Requests should be forwarded to
the General Services Administration,
Federal Supply Service, Office of Ac-
quisition (FC), Washington, DC 20406.

[48 FR 42368, Sept. 19, 1983, as amended at 54
FR 29282, July 11, 1989; 56 FR 55372, Oct. 25,
1991; 59 FR 53718, Oct. 25, 1994; 62 FR 40237,
July 25, 1997]
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39.000 Scope of part.
This part prescribes acquisition poli-

cies and procedures for use in acquiring
information technology consistent
with other parts of this chapter and
OMB Circular No. A–130, Management
of Federal Information Resources.

39.001 Applicability.
This part applies to the acquisition

of information technology by or for the
use of agencies except for acquisitions
of information technology for national
security systems. However, acquisi-
tions of information technology for na-
tional security systems shall be con-
ducted in accordance with 40 U.S.C.
1412 with regard to requirements for
performance and results-based manage-
ment; the role of the agency Chief In-
formation Officer in acquisitions; and
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accountability. These requirements are
addressed in OMB Circular No. A–130.

39.002 Definitions.
National security system, as used in

this part, means any telecommuni-
cations or information system operated
by the United States Government, the
function, operation, or use of which—

(a) Involves intelligence activities;
(b) Involves cryptologic activities re-

lated to national security;
(c) Involves command and control of

military forces;
(d) Involves equipment that is an in-

tegral part of a weapon or weapons sys-
tem; or

(e) Is critical to the direct fulfillment
of military or intelligence missions.
This does not include a system that is
to be used for routine administrative
and business applications, such as pay-
roll, finance, logistics, and personnel
management applications.

Year 2000 compliant, as used in this
part, means, with respect to informa-
tion technology, that the information
technology accurately processes date/
time data (including, but not limited
to, calculating, comparing, and se-
quencing) from, into, and between the
twentieth and twenty-first centuries,
and the years 1999 and 2000 and leap
year calculations, to the extent that
other information technology, used in
combination with the information
technology being acquired, properly ex-
changes date/time data with it.

[61 FR 41470, Aug. 8, 1996, as amended at 62
FR 274, Jan. 2, 1997; 62 FR 44830, Aug. 22, 1997]

EFFECTIVE DATE NOTE: At 62 FR 44830, Aug.
22, 1997, section 39.002 was amended by revis-
ing the definiton Year 2000 compliant, effec-
tive Oct. 21, 1997. For the convenience of the
user, the superseded text is set forth as fol-
lows:

39.002 Definitions.

* * * * *

Year 2000 compliant means information
technology that accurately processes date/
time data (including, but not limited to, cal-
culating, comparing, and sequencing) from,
into, and between the twentieth and twenty-
first centuries, and the years 1999 and 2000
and leap year calculations. Furthermore,
Year 2000 compliant information technology,
when used in combination with other infor-
mation technology, shall accurately process

date/time data if the other information tech-
nology properly exchanges date/time data
with it.

Subpart 39.1—General
39.101 Policy.

In acquiring information technology,
agencies shall identify their require-
ments pursuant to OMB Circular A–130,
including consideration of security of
resources, protection of privacy, na-
tional security and emergency pre-
paredness, accommodations for individ-
uals with disabilities, and energy effi-
ciency. When developing an acquisition
strategy, contracting officers should
consider the rapidly changing nature of
information technology through mar-
ket research (see part 10) and the appli-
cation of technology refreshment tech-
niques.

39.102 Management of risk.
(a) Prior to entering into a contract

for information technology, an agency
should analyze risks, benefits, and
costs. (See part 7 for additional infor-
mation regarding requirements defini-
tion.) Reasonable risk taking is appro-
priate as long as risks are controlled
and mitigated. Contracting and pro-
gram office officials are jointly respon-
sible for assessing, monitoring and con-
trolling risk when selecting projects
for investment and during program im-
plementation.

(b) Types of risk may include sched-
ule risk, risk of technical obsolescence,
cost risk, risk implicit in a particular
contract type, technical feasibility, de-
pendencies between a new project and
other projects or systems, the number
of simultaneous high risk projects to
be monitored, funding availability, and
program management risk.

(c) Appropriate techniques should be
applied to manage and mitigate risk
during the acquisition of information
technology. Techniques include, but
are not limited to: prudent project
management; use of modular contract-
ing; thorough acquisition planning tied
to budget planning by the program, fi-
nance and contracting offices; continu-
ous collection and evaluation of risk-
based assessment data; prototyping
prior to implementation; post imple-
mentation reviews to determine actual
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project cost, benefits and returns; and
focusing on risks and returns using
quantifiable measures.

39.103—39.104 [Reserved]

39.105 Privacy.

Agencies shall ensure that contracts
for information technology address
protection of privacy in accordance
with the Privacy Act (5 U.S.C. 552a)
and part 24. In addition, each agency
shall ensure that contracts for the de-
sign, development, or operation of a
system of records using commercial in-
formation technology services or infor-
mation technology support services in-
clude the following:

(a) Agency rules of conduct that the
contractor and the contractor’s em-
ployees shall be required to follow.

(b) A list of the anticipated threats
and hazards that the contractor must
guard against.

(c) A description of the safeguards
that the contractor must specifically
provide.

(d) Requirements for a program of
Government inspection during per-
formance of the contract that will en-
sure the continued efficacy and effi-
ciency of safeguards and the discovery
and countering of new threats and haz-
ards.

39.106 Year 2000 compliance.

When acquiring information tech-
nology that will be required to perform
date/time processing involving dates
subsequent to December 31, 1999, agen-
cies shall ensure that solicitations and
contracts—

(a)(1) Require the information tech-
nology to be Year 2000 compliant; or

(2) Require that non-compliant infor-
mation technology be upgraded to be
Year 2000 compliant prior to the earlier
of

(i) The earliest date on which the in-
formation technology may be required
to perform date/time processing involv-
ing dates later than December 31, 1999,
or

(ii) December 31, 1999; and
(b) As appropriate, describe existing

information technology that will be
used with the information technology
to be acquired and identify whether the

existing information technology is
Year 2000 compliant.

[62 FR 274, Jan. 2, 1997]

39.107 Contract clause.

The contracting officer shall insert a
clause substantially the same as the
clause at 52.239–1, Privacy or Security
Safeguards, in solicitations and con-
tracts for information technology
which require security of information
technology, and/or are for the design,
development, or operation of a system
of records using commercial informa-
tion technology services or support
services.

[61 FR 41470, Aug. 8, 1996. Redesignated at 62
FR 274, Jan. 2, 1997]
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